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Background: the AARNet SOC
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SOC by the numbers
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Creating a partnership



Kicking off this unique project

Identifying the intended outcomes
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24x7 operations
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Shared engineering teams
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Next steps: collaborative implementation cybera (Daarnet

“Functional parity” — what does this entail?
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Supporting the ongoing collaboration cybera  (QDaarnet
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Successes — and challenges
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Looking to the future cybera  (Daarmet

. . Mature governance
Alignment parity scorecard :
meeting cadence
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Cybera onboard pilot members Cybera move to production
&
5 Develop specialisations Shared feature development

Add more NREN partners...

FUTURE
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Thank You
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